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Summary of Changes to the Data Governance and Data Protection
Policy 2023 (Versions 2.0, 3.0, and 4.0)

In response to feedback and evolving needs, the latest and final version
(v5.0) of the Data Governance and Data Protection Policy have undergone
substantial enhancements. Here is a summary of the key modifications:

e Background and Focus: The policy now provides a more in-depth
exploration of definitions and introduces the critical concepts of data
protection and governance. This addition aims to offer readers a
clearer understanding of the sector and the imperative for the policy.

e Additional Definitions: More terms used in the policy, along with
their definitions, have been incorporated into the document and its
appendices, ensuring a comprehensive reference for readers.

e Principles and Definitions Correction: In earlier versions,
inaccuracies arose due to changes in the policy. Principles and
definitions were inadvertently relocated to the wrong section,
causing confusion. This final version rectifies these issues, ensuring
accuracy and coherence.

e Reordering of Sections: Sections within the policy have been
reorganized to enhance the overall flow, facilitating better
comprehension for readers.

e Expansion of Sections: Certain sections have been expanded to
include more detailed information, providing additional clarity on
various issues. Stakeholder comments were taken into account, and
the policy now addresses concerns raised during consultations.

e New Sections: Based on stakeholder feedback, new sections have
been added to cover crucial aspects such as data breach
management, data localization, data sovereignty, regulatory
harmonization, data repository, and information about the National
Cyber Security Center (NCSC) and its role in Data Governance and
Data Protection.

e Implementation Section: A dedicated implementation section has
been introduced to guide the practical application of the policy,
ensuring a more actionable framework.
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¢ Updated Templates: The latest policy template for national
planning has been adopted, aligning the policy with contemporary
standards and structures.

¢ References to Current ICT Standards: The policy now references
the most recent ICT standards, providing an up-to-date framework
in line with the latest developments in the field.

e Clarification on Data Sharing and Privacy: Ambiguities regarding
data sharing and privacy, particularly concerning the private sector,
have been clarified. The policy explicitly governs state bodies and
individual personal identifiable information submitted to the
government and businesses for specific services.

These comprehensive changes aim to strengthen the policy, align it with
best practices, and address stakeholders' concerns, ensuring it remains a
robust and effective framework for Data Governance and Data Protection
in 2023 and onwards.



